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Abstract 

This article will emphasize architectures that were designed due to the new 

business generated by wireless infrastructures. First, authentication issues of wireless 

users in “hot spot” - also called “captive portal” - architectures will be discussed. 

Lastly, recent architectures such as WIDS/WIPS (Wireless Intrusion Detection 

Systems/Wireless Intrusion Prevention Systems) aiming at detecting any malicious 

wireless activity will be detailed. 
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