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Abstract 
Security in mobile communications has always represented a factor of interest for the different 

standardization bodies like 3GPP. Mobility offers flexibility through voice and data over wireless. 
However, the transfer of information in such a medium is subject to interception by unauthorized 
individuals which could capture and use it for their own purposes. The scope of this paper is to show 
how wireless security can be assured in the new generation of mobile communications, 4G/LTE. 
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