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Abstract 

The purpose of this paper is to present a structured approach of Advance Persistent Threats 

attacks and to analyze the intrusion kill chain in order to determine intrusions indicators. The analysis 

divides the phases of a cyber-attack and map them to response procedures. 
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