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Abstract 

To secure a website you need to engage in three strategies: prevention (before an attack), 

detection (during an attack) and response (after an attack). To study the effects of cyber-attacks on a 

website we developed an attack tree, which is useful to explore certain attack paths in depth and to 

generate intrusion scenarios. The results were used to presents strategies for monitoring websites 

security against cyber-attacks. 
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