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Abstract 

The information technology domain advances and at the same time criminals are using new 

methods to commit cybercrimes. Cyber infrastructures are vulnerable to threats and other intrusions. 

Physical or virtual appliances and the human intervention are not sufficient for preventing, 

monitoring and protect all of these infrastructures. This situation implies a considerable automation 

and can be handled by applying methods of artificial intelligence that provide flexibility and learning 

capability for detection, prevention and combating cyber-attacks. 
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