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Abstract 

Internet traffic is susceptible to a series of treats and maybe the most important 

treats are the eavesdroppers. These types of attacks have known a huge increase in 

numbers but also a huge diversification in time. The scope of this article is to present a 

solution for this treat. In the first part of the article is presented this solution, VPN, the 

use and the types of this technology, its security mechanisms and some protocols that 

implement this solution. In the second part is presented the most used and reliable 

protocol that is used to ensure VPN, IPsec, and how IPsec ensures security. In the third 

part is presented the encryption process. In the last part is presented PKI and how its 

implementation assures the security mechanisms. 
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