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Abstract 

With the rapid growth of computer and network systems in recent years, there has 

also been a corresponding increase in cyber-crime. Cyber crime takes many forms and 

has garnered much attention in the media, making information security a more urgent 

and important priority. With the advances in information technology (IT) criminals are 

using cyberspace to commit numerous cyber crimes. Cyber infrastructures are highly 

vulnerable to intrusions and other threats. Physical devices and human intervention are 

not sufficient for monitoring and protection of these infrastructures. 
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